MACGLOBL.DOT

4/18/2016

 TIME 3:01 PM

CCDE Study Guide
First Edition

Copyright © 2016 Pearson Education, Inc.
ISBN-10: 1-58714-461-1
ISBN-13: 978-1-58714-461-5
Warning and Disclaimer

Every effort has been made to make this book as complete and as accurate as possible, but no warranty or fitness is implied. The information provided is on an "as is" basis. The author and the publisher shall have neither liability nor responsibility to any person or entity with respect to any loss or damages arising from the information contained in this book or from the use of the CD or programs accompanying it.

When reviewing corrections, always check the print number of your book. Corrections are made to printed books with each subsequent printing.
First Printing: October 2015
Corrections for April 18, 2016
	Pg
	Error – First Printing
	Correction

	313
	Chapter 6, Table 6-8, Sixth Row Down, remove
	Duplicate Row, 

Remove Flow-based load balancing (CE-PE) row

	317
	Chapter 6, First Paragraph, Second Sentence 

Reads:

Therefore, the scalability and stability factors of its control plane are a primary factor for the P business to succeed.
	Should read:

Therefore, the scalability and stability factors of its control plane are a primary factor for the SP business to succeed.


	488
	Chapter 10, First Paragraph, Second Sentence

Reads:

Ideally, the implementation should follow an implantation plan that specifies what the services are, and the futures that need to be enabled before proceeding with any step.
	Should read:

Ideally, the implementation should follow an implantation plan that specifies what the services are, and the features that need to be enabled before proceeding with any step.

	509
	Chapter 10, Last Paragraph - Embedded RP, Last Sentence
Reads:

The IPv6 Embedded-RP technique offers network designers a simple solution to facilitate interdomain and intradomain communication for IPv6 Any-Source Multicas ASM applications without MSDP.
	Should read:
The IPv6 Embedded-RP technique offers network designers a simple solution to facilitate interdomain and intradomain communication for IPv6 Any-Source Multicast ASM applications without MSDP.

	550
	Chapter 10, Third Paragraph, First Sentence

Reads:

This section covers the different security aspects that network designers need to consider when planning, designing, or optimizing IP networks to a achieve a self-healing, secure network infrastructures that can mitigate…
	Should read:

This section covers the different security aspects that network designers need to consider when planning, designing, or optimizing IP networks to achieve a self-healing, secure network infrastructures that can mitigate…

	555
	Chapter 10, First Paragraph, Third Sentence

Reads:

For example, in Figure 10.47, a firewall is … there are multiple specialized security nodes such as web application firewall data loss prevention and IPS.
	Should read:
For example, in Figure 10.47, a firewall is … there are multiple specialized security nodes such as web application firewall, data loss prevention and IPS.


Corrections for April 4, 2016
	Pg
	Error – First Printing
	Correction

	6
	Chapter 1, Second Box from Right under Business Drivers and Requirements

Reads:

Strategic Business

Trends

Merger, Accusation,

Divest
	Should read:

Strategic Business

Trends

Merger, Acquisition,

Divest


Corrections for March 18, 2016
	Pg
	Error – First Printing
	Correction

	283
	Chapter 6, Layer 2 MPLS VPN  (L2VPN), Second Bullet, Last Sentence 

Reads:

Also, with today’s flexible Ethernet nodes, an access port upgrade from 1G to 10G can be as simple as port shortest path first [SFP] replacement.
	Should read:

Also, with today’s flexible Ethernet nodes, an access port upgrade from 1G to 10G can be as simple as small form-factor pluggable [SFP] replacement.


Corrections for January 15, 2016
	Pg
	Error – First Printing
	Correction

	81
	Chapter 2, First Paragraph, Last Sentence

Reads:

This is in addition to the extra cost and delay that will from the traffic having to traverse multiple international links.
	Should read:

This is in addition to the extra cost and delay that will incur from the traffic having to traverse multiple international links.


Corrections for December 2, 2015
	Pg
	Error
	Correction

	50
	Chapter 2, Table 2-3, Advertised Route Column for Not so stubby (NSSA)
Reads:

All routes with the ability to inject/originate external routing information (type 7 LSA)
	Should read:

All routes except type 5 LSA, with the ability to inject/originate external routing information (type 7 LSA)

	50
	Chapter 2, Figure 2-15, Upper Left
Reads:

Area 5

Studdy
	Should read:
Area 5

Stubby

	76
	Chapter 2, Figure 2-38, Region 1, Left Lower Network IP

Reads:

172.2.0.0/24
	Should read:

172.1.1.0/24


Corrections for November 16, 2015
	Pg
	Error
	Correction

	268
	Chapter 6, First Paragraph, Fourth Sentence

Reads:

For instance, if the CE side is configured with a different OSPF process ID than the PE side, traffic between the data center and the HQ will always prefer the backdoor link, as shown in Figure 6-22.
	Should read:

For instance, if the PEs are configured with a different OSPF process IDs, traffic between the data center and the HQ will always prefer the backdoor link, as shown in Figure 6-22.

	268
	Chapter 6, Figure 6-22, Left Side, Under OSPF Process ID Mismatch, Remove Dash Line Arrow Pointing to:

OSPF Process ID: 1 

Advertise OSPF 

prefixes LSA 

Type 1 and Type 2


	

	268
	Chapter 6, Figure 6-22, Right Side, Next to the PE-3 Icon add:

OSPF 

Process ID:3
	

	269
	Chapter 6, First Paragraph, First and Second Sentences

Reads:

This issue can be avoided by considering a single (matching) OSPF process ID between the CEs and the PEs. Nevertheless, practically speaking, this option can add operational complexity from the service provider point of view.
	Should read:
This issue can be avoided by considering a single (matching) OSPF process ID among the ingress and egress PEs. Nevertheless, practically speaking, this option can add a significant operational complexity in large scale networks with large number of remote sites.


Corrections for October 15, 2015
	Pg
	Error
	Correction

	50 thru 51
	Chapter 2, Last Paragraph, Third Sentence

Reads:

In this design model, the border area that interconnects the campus or data center network with the WAN or internet edge devices can be deployed as totally NSSA.
	Should read:

In this design model, the border area that interconnects the campus or data center network with the WAN or internet edge devices can be deployed as NSSA.

	51
	Chapter 2, Figure 2-16, Right Side Label

Reads:

OSPF Totally NSSA Area
	Should read:

OSPF NSSA Area

	51
	Chapter 2, Figure 2-16 Caption

Reads:

Figure 2-16  OSPF Totally NSSA
	Should read:

Figure 2-16  OSPF NSSA Area

	487 thru 488
	Chapter 10, Table 10-5, Remove Second Sentence of (Mechanism) MPLS: 6PE, Column Design Concern

May introduce scalability limitation because a separate Routing Information Base (RIB) and Forwarding Information Base (FIB) is required per customer
	Move Sentence to (Mechanism) MPLS: 6VPE, Design Concern as First Sentence in Column
May introduce scalability limitation because a separate Routing Information Base (RIB) and Forwarding Information Base (FIB) is required per customer.

	521
	Chapter 10, QoS Design Consideration, First Paragraph, Last Sentence

Reads:

(See Table 2-1, Chapter 2, “Enterprise Layer 2 and Layer 3 Design”, for an example of the various applications of today’s converged networks.)
	Should read:

(See Table “Enterprise Application Requirements”, Page 32.)

	580
	Appendix: References


	Add New References

134. “Secure Extension of L3 VPN’s over IP-Based Wide Area Networks”, http://www.cisco.com
135. “IPv6 planning, Deployment, troubleshooting”, http://www.ciscolive.com
136. “IPv6 Design and Transition mechanisms”, http://www.ciscolive.com
137. “Advanced mVPN Deployment Models”, http://www.ciscolive.com
138. “Deploying IP/MPLS VPN”, http://www.ciscolive.com
139. “Scaling BGP”, http://www.ciscolive.com
140. “Financial Services Design for High Availability”, http://www.cisco.com
141. “E-VPN & PBB-EVPN: the Next Generation of MPLS-based L2VPN”, http://www.cisco.com
142. “Deploying MPLS-based Layer 2 Virtual Private Networks”, http://www.ciscolive.com
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