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Corrections for July 20, 2017
	Pg
	Error – Second Printing
	Correction

	39
	Chapter 1, First Bullet, First Sentence

Reads:

· Frame control: Includes some additional sub-elements, as indicated in Figure 1-37.
	Should read:

· Frame control: Includes some additional sub-elements, as indicated in Figure 1-38.

	95
	Chapter 1, Second Paragraph, Second Sentence
Reads:

Telnet can also be used for device management; however, this is not recommended because FTP is not secure -- data is sent in plaintext.
	Should read:
Telnet can also be used for device management; however, this is not recommended because Telnet is not secure -- data is sent in plaintext.

	95
	Chapter 1, Fifth Paragraph, Last Sentence

Reads:

HTTP is widely used on the Internet for secure communication because it allows encryption and server authentication.
	Should read:

HTTPS is widely used on the Internet for secure communication because it allows encryption and server authentication.

	115
	Chapter 2, Fourth Bullet, Last Sentence

Reads:

The ACL controlling traffic to the security appliance are called controlled plane ACLs.
	Should read:
The ACLs controlling traffic to the security appliance are called control plane ACLs.

	366
	Chapter 8, Second Bullet

Reads:

■ HKEY_CURRENT_CONFIG (HCU): HCU stores information about the system’s current configuration. The reference for HCU is HKLM\Config\profile.
	Should read:

■ HKEY_CURRENT_CONFIG (HKCC): HKCC stores information about the system’s current configuration. The reference for HKCC is HKLM\Config\profile.


Corrections for June 3, 2017
	Pg
	Error – Second Printing
	Correction

	116
	Chapter 2, Replace Example 2-1
	Replacement Example 2-1 [image: image1.png]Example 2-1 Configurarion Example of an Exrended ACL

ASA# configure terminal

ASA(config)# access-list outside access_in
HITP and SMTP

BSA(config)# access-list outside_access_in
10.10.202.131 eq http

BSA(config)# access-list outside access_in
209.165.202.131 eq http

BSA(config)# access-list outside access_in
10.10.20.112 eq smtp
ASA(config)# access-list outside acces:
10.10.20.112 eq smtp

remark ACL to block inbound traffic

extended permit tep host

extended permit tep host

extended permit tep host

extended permit tep host

10.10.10.1

10.10.10.2

10.10.10.1

10.10.10.2

except

host.

host.

host.

host.






	344
	Chapter 7, Figure 7-3, First Set, First Box on Left

Reads:

DES

MDS

DH1

Preshared


	Should read:
3DES

SHA

DH2

Preshared



Corrections for April 26, 2016
	Pg
	Error – First Printing
	Correction

	46
	Chapter 1, Figure 1-44, Top of Figure, First Line

Reads:

--------------------4 Bits--------------------
	Should read:

--------------------4 Bytes--------------------
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