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Corrections for November 10, 2012
	Pg
	Error
	Correction

	46
	Chapter 3, First Paragraph after Figure 3-6, Third Sentence

Reads:

For example, a 1x1:1 client communication with a 2x2:2 access point (AP) can communicate with using one spatial stream from the client to eth AP, and the AP can communicate to the client using a utilizing two spatial streams.  
	Should read:
For example, a 1x2:1 client communication with a 2x2:2 access point (AP) can communicate with using one spatial stream from the client to eth AP, and the AP can communicate to the client using a utilizing two spatial streams.  


Corrections for June 6, 2011
	Pg
	Error
	Correction

	191
	Chapter 7, Location Troubleshooting, third sentence

Reads:

Both track the location of 802.11 devices using advanced RF fingerprinting technologies.
	Should read:

The MSE tracks the location of 802.11 devices using advanced RF fingerprinting technology.

	204
	Chapter 8, Note, second sentence

Reads:

The flexibility to add and remove fields can simply the management of the system.
	Should read:

The flexibility to add and remove fields can simplify the management of the system.

	210
	Chapter 8, WCS Configuration, first sentence

Reads:

The WCS Configure menu provides network administrators and others with a central location to configure each device in your network through either a single change or through the Configuration Template Launch Pad, which can push hundreds of changes.
	Should read:

The WCS Configure menu provides network administrators and others with a central location to configure each device in your network through either a single change or through the Controller Template Launch Pad, which can push hundreds of changes.

	212
	Chapter 8, second paragraph, insert sentence after second sentence and before third sentence

 
	Sentence to insert:

In a new deployment where you may not have a controller already installed, you can create the templates first for the respective features needed and apply the templates to the newly installed (out-of-the-box) controller.

	212
	Chapter 8, Controller Configuration Templates, first sentence

Reads:

The WCS Launch Pad feature was introduced in version 6.0 and has been a time savior for many engineers like yourself.
	Should read:

The WCS Controller Template Launch Pad feature was introduced in version 6.0 and has been a time savior for many engineers like yourself.

	219
	Chapter 8, first bullet point, second sentence

Reads:

If the audit reveals configuration differences, you can either restore WCS Values on the controller or refresh controller values.
	Should read:

If the audit reveals configuration differences, you can either restore WCS Values on the controller or WCS configuration based on Controller values.

	220
	Chapter 8, AP Configuration Templates, second paragraph, last sentence

Reads:

We briefly covered the controller management flexibility of the tool earlier; however, what is just as useful are the AP management tools.
	Should read:

We briefly covered the controller management flexibility of WCS earlier and what is also useful is the AP management tools.

	225
	Chapter 8, Figure 32

Reads:

Figure 8-32 Administration Options
	Remove Figure 8-32 and replace with Figure 8-33
Keeping the same naming conventions for 8-32

	227
	Chapter 8, Figure 33

Reads:

Figure 8-33 AAA Roles
	Remove Figure 8-33 and replace with Figure 8-34
Keeping the same naming conventions for 8-33

	227
	Chapter 8, Figure 34

Reads:

Figure 8-34 TACACS+ Server
	Remove Figure 8-34 and replace with Figure 8-35
Keeping the same naming conventions for 8-34

	228
	Chapter 8, Figure 35

Reads:

Figure 8-35 ACS Interface Configuration
	Remove Figure 8-35 and replace with Figure 8-36
Keeping the same naming conventions for 8-35

	229
	Chapter 8, Figure 36

Reads:

Figure 8-36 WCS System Monitoring TACACS+ Custom Attribute List
	Remove Figure 8-36 and replace with Figure 8-37
Keeping the same naming conventions for 8-36

	229
	Chapter 8, Figure 37

Reads:

Figure 8-37 ACS User/Group Custom Attributes
	Remove Figure 8-37 and replace with Figure 8-38
Keeping the same naming conventions for 8-37

	230
	Chapter 8, Figure 38

Reads:

Figure 8-38 Root-Level Virtual Domain Attributes
	Remove Figure 8-38 and replace with Figure 8-39

Keeping the same naming conventions for 8-38

	231
	Chapter 8, Figure 39

Reads:

Figure 8-39 Maps for Virtual Domain NorthAmerica
	Remove Figure 8-39 and replace with Figure 8-40

Keeping the same naming conventions for 8-39

	232
	Chapter 8, Figure 40

Reads:

Figure 8-40 WLCs for Virtual Domain NorthAmerica
	Remove Figure 8-40 and replace with Figure 8-41

Keeping the same naming conventions for 8-40

	232
	Chapter 8, Figure 41

Reads:

Figure 8-41 Access Points for virtual domain NorthAmerica
	Remove Figure 8-41 and replace with Figure 8-42

Keeping the same naming conventions for 8-41

	232
	Chapter 8, Figure 42

Reads:

Figure 8-42 ACS Help Desk Group TACACS+ Attributes
	Remove Figure 8-42 and replace with Figure 8-43

Keeping the same naming conventions for 8-42

	233
	Chapter 8, Figure 43

Reads:

Figure 8-43 Monitor Manu Allowed for Virtual Domain NorthAmerica
	Remove Figure 8-43 and replace with Figure 8-44

Keeping the same naming conventions for 8-43

	234
	Chapter 8, Figure 44

Reads:

Figure 8-44 Reporting Menu Allowed for Virtual Domain NorthAmerica
	Remove Figure 8-44 and replace with Figure 8-45

Keeping the same naming conventions for 8-44

	234
	Chapter 8, Figure 45

Reads:

Figure 8-45 Configure Menu Permission Denied for Virtual domain 
	Remove Figure 8-45 and replace with Figure 8-46

Keeping the same naming conventions for 8-45

	235
	Chapter 8, Figure 46

Reads:

Figure 8-46 WCS License Center
	Remove Figure 8-46 and replace with Figure 8-47

Keeping the same naming conventions for 8-46

	236
	Chapter 8, Figure 47

Reads:

Planning Tool Shortcut Icon
	Remove Figure 8-47 and replace with Figure 8-48

Keeping the same naming conventions for 8-47

	237
	Chapter 8, Figure 48

Reads:

Figure 8-48 Configuration Example in Planning Mode
	Remove Figure 8-48 and replace with Figure 8-49

Keeping the same naming conventions for 8-48

	237
	Chapter 8, Figure 49

Reads:

Figure 8-49 Resulting AP Placement in Planning Mode
	Remove Figure 8-49 and replace with Figure 8-50

Keeping the same naming conventions for 8-49

	238
	Chapter 8, Figure 50

Reads:

Figure 8-50 Generated WLAN Proposal for the Specified Floor Plan
	Remove Figure 8-50 and replace with Figure 8-51

Keeping the same naming conventions for 8-50

	239
	Chapter 8, Figure 51

Reads:

Figure 8-51 Calibration Models Option 
	Remove Figure 8-51 and replace with Figure 8-52

Keeping the same naming conventions for 8-51

	239
	Chapter 8, Figure 52

Reads:

Figure 8-52 WCS Fundamental Properties
	Remove Figure 8-52 and replace with Figure 8-53

Keeping the same naming conventions for 8-52

	240
	Chapter 8, Figure 53

Reads:

Figure 8-53 WCS Fundamental Calibration Add Data Points
	Remove Figure 8-53 and replace with Figure 8-54

Keeping the same naming conventions for 8-53

	240
	Chapter 8, Figure 54

Reads:

Figure 8-54 Add Data Points
	Remove Figure 8-54 and replace with Figure 8-55

Keeping the same naming conventions for 8-54

	241
	Chapter 8, Figure 55

Reads:

Figure 8-55 Point Calibration
	Remove Figure 8-55 and replace with New Figure (attached)
Keeping the same naming conventions for 8-55

	243
	Chapter 9, second paragraph, second sentence

Reads:

The idea that multicast world be developed just on your wired infrastructure to watch audio/video multimedia or to ensure end-to-end voice quality across the WAN is no longer because the application book is requiring information to be passed over the air.
	Should read:

No longer can you the administrator simply design for wired multicast to support audio/video multimedia as the wireless boom is pushing the demand for reliable, over the air multicast application support.

	248
	Chapter 9. first paragraph, last sentence
Reads:

As defined in RFC 2365, the administratively scoped addresses that you can use for your deployment fall in the range of 239.000.000.000 through 239.255.255.255.
	Should read:
As defined in RFC 2365, the administratively scoped addresses that you can use for your deployment fall in the range of 239.0.0.0 through 239.255.255.255.

	254
	Chapter 9, last sentence after Example 9-1

Reads:

The following examines the steps of how the CUWN would handle multicast traffic with and without IGMP snooping enabled.
	Should read:

The following examines the steps of how the controller would handle multicast traffic with and without IGMP snooping enabled.


	259
	Chapter 9, Enabling Multicast on a Cisco WLAN Controller. first paragraph, last sentence

Reads:

Figure 9-8 shows that the multicast address of 239.192.1.141 is the source of multicast packets for the APs to join.
	Should read:
Figure 9-8 shows that the multicast address of 239.192.1.141 is the address of the multicast group for the APs to join.

	261
	Chapter 9, first paragraph, second sentence

Reads:

Figure 9-14 shows the multicast MGIDs from the monitor-multicast GUI.
	Should read:

Figure 9-10 shows the Multicast Group ID Mapping from the Monitor-Multicast GUI.

	264
	Chapter 9, fifth bullet point, first sentence
Reads:

If the listening client roams to a WLC in a different subnet, the multicast packets are tunneled to the anchor controller of the client to avoid the Reverse Path Filtering (RPF) check.
	Should read:
If the listening client roams to a WLC in a different subnet, the multicast packets are tunneled to the anchor controller of the client to avoid the Reverse Path Forwarding (RPF) check.

	267
	Chapter 9, third paragraph
Remove:

VideoStream, for the first time in a wireless system, provides a seamless approach for engineers to design and implement a multicast solution without destroying the bandwidth between the WLC and the upstream switch or router.  See Figure 9-12 and 9-13 for a comparison of existing WLC multicast deployments versus the Cisco VideoStream technology.
	Replace with:
VideoStream, for the first time in a wireless system, provides a seamless approach for engineers to design and implement a robust multicast solution by maximizing the RF spectrum between the AP and client leveraging unicast transmissions.  By implementing Multicast-Multicast mode on the controller, engineers can also reduce the wired bandwidth between the WLC and the upstream switch or router as packets are no longer replicated at the controller as discussed in earlier sections of this chapter.  

Before the implementation of Multicast-Multicast mode in the WLC, the WLC leveraged Multicast-Unicast mode which forces replication of all multicast packets at the WLC increasing the network bandwidth on your upstream switch or router.   As seen in Figure 9-12, the traditional Multicast mode (Multicast-Unicast) delivery created unnecessary bandwidth utilization between the WLC and the upstream switch as one multicast packet in has to be replicated for each and every AP that has clients connected.    In Figure 9-13, VideoStream leverages Multicast-Multicast delivery along with the ability to implement Multicast–Unicast conversion or Reliable Multicast at the AP to ensure optimal performance for all clients.  Also noted is the ability of VideoStream to implement Resource Reservation Control to deny multicast transmissions to clients to prevent oversubscription.  Resource Reservation Control is explained in more detail in the next section, Principles of VideoStream.

	269
	Chapter 9, first full paragraph

Reads:

Converting the multicast transmission at the AP and not at the WLC enables the AP to receive ACKs from the clients, and determines when frames need to be retransmitted (in the case of the lost or corrupted frames).
	Should read:

Converting the multicast transmission to unicast at the AP, enables the AP to receive ACKs from the clients and determines when frames need to be retransmitted in case of lost or corrupted frames.

	271
	Chapter 9, last bullet on page

Remove:

· Pushing multicast replication out to the very edge of the network reduces the amount of traffic that flows over the wired network.
	

	272
	Chapter 9, Configuring VideoStream on the WLC, after first paragraph, before second paragraph
Add the following:

To enable Videostream globally on the WLC, navigate to the Wireless Tab in the WLC and under Media Stream – General option check the box “Multicast Direct Feature”.   Enabling Multicast Direct Feature will allow you to define the streams for which you want to provide Videostream services.
	

	275
	Chapter 9, Wireless Multicast Roaming, second paragraph, second sentence

Reads:

In a Layer 3 roaming environment (L2 WLC with WLANs on different VLANs) where the client is roaming, IGMP messages sent from wireless clients might be affected because the default mobility tunneling mode on a WLC prior to 5.2 is asymmetrical.
	Should read:

In a Layer 3 roaming environment, IGMP messages sent from the wireless clients might be affected because the default mobility tunneling mode on the WLC prior to 5.2 is set to asymmetrical

	278
	Chapter 9, Table 9-3, second row, first column

Reads:

All WLCs have an individual multicast group address, and standard multicast techniques are used to block CAPWAP multicast fragments.
	Should read:

Each WLCs has an individual multicast group address, and standard multicast techniques are used to block CAPWAP multicast fragments.
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