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Corrections for July 1, 2015
	Pg
	Error
	Correction

	127
	Chapter 4, Figure 4-3, Fourth Row, Virtualized SAN and LAN, First Box 

Reads:

VSLAN
	Should read:

VSAN

	385
	Chapter 10, Q&A, Question 41

Reads:

41. By default, if EIGRP is enabled on all routers, what path is taken?
	Should read:

41. By default, if EIGRP is enabled on all routers and K3=0, what path is taken?

	385
	Chapter 10, Q&A, Question 43

Reads:

43. By default, if EIGRP for IPv6 is enabled on all routers, and this is an IPv6 network, what path is taken?
	Should read:

43. By default, if EIGRP for IPv6 is enabled on all routers and K3=0, and this is an IPv6 network, what path is taken?


Corrections for February 28, 2014
	Pg
	Error
	Correction

	623
	Appendix A, Chapter 1, Q&A, Answer to Question 5

Reads:

5.  i = D, ii = F, iii – C, iv = B, v = E, vi = A
	Should read:

5.  i = D, ii = F, iii – C, iv = A, v = E, vi = B

	624
	Appendix A, Chapter 1, Q&A, Answer to Question 29

Reads:

29. C-1, A-2, B-3, D-4. Taking a top-down approach the order of importance is security design, IP addressing (network layer) design, physical topology design, and then network modular design.
	Should read:

29. D-1, A-2, B-3, C-4. Taking a top-down approach the order of importance is security design, IP addressing (network layer) design, physical topology design, and then network modular design.


Corrections for December 11, 2013
	Pg
	Error
	Correction

	634
	Appendix A, chapter 5, Q&A, Question 36, Answer

Reads:

36.  C and D
	Should read:

36.  D and E


Corrections for September 28, 2012
	Pg
	Error
	Correction

	537
	Chapter 14, First Full Sentence at top of page

Reads:

Intercluster trucks are created to establish communication between clusters.
	Should Read:

Intercluster trunks are created to establish communication between clusters.


Corrections for September 7, 2012
	Pg
	Error
	Correction

	175
	Chapter 5, Fourth Paragraph, First Sentence

Reads:

As an example of the scalability, if 24 Cisco 2100 WLCs (25 APs supported per 2100 WLC) are used, 24 * 25 = 144 APs are supported.
	Should read:

As an example of the scalability, if 24 Cisco 2100 WLCs (25 APs supported per 2100 WLC) are used, 24 * 25 = 600 APs are supported.


Corrections for June 22, 2012

	Pg
	Error
	Correction

	239
	Chapter 7, Sixth Bullet Point

Reads:

Only on label is needed for both QoS and VPN.
	Should read: (correction from errata dated 05/29/2012)

Only one label is needed for both QoS and VPN.


Corrections for May 29, 2012
	Pg
	Error
	Correction

	204
	Chapter 6, Note

Reads:

NOTE: When you are seeking a WAN service, the options can vary depending service provide offering, so it is recommended to review options from multiple WAN service providers.
	Should read:

NOTE: When you are seeking a WAN service, the options can vary depending on the service provide offerings, so it is recommended to review options from multiple WAN service providers.

	206
	Chapter 6, Digital Subscriber Line, Third Paragraph

Reads:

The ADSL circuit consists of a twisted-pair telephone line that contains their information channels:


	Should read:

The ADSL circuit consists of a twisted-pair telephone line that contains three information channels:



	219
	Chapter 6, Traffic Shaping and Policing, Second Paragraph, Fourth Sentence

Reads:

In enterprise environments, traffic shaping is used to smooth the flow of traffic going out the provider.
	Should read:

In enterprise environments, traffic shaping is used to smooth the flow of traffic going out to the provider.

	220
	Chapter 6, Table 6-7, Third Row, First Sentence in Description Column

Reads:

Bonds multiple links together between two modes, which increases the available bandwidth.
	Should read:

Bonds multiple links together between two nodes, which increases the available bandwidth.

	236
	Chapter 7, Paragraph 2, Last Sentence

Reads:

Primary tunnels can be differentiated from backup tunnels by modifying the routing metrics slightly to prefer the one of the other.
	Should read:

Primary tunnels can be differentiated from backup tunnels by modifying the routing metrics slightly to prefer the one or the other.

	237
	Chapter 7, First Paragraph, Third Sentence

Reads:

Also, because VTI tunnels are assigned an unique interface, specific tunnel level features such as QoS can be configured for each tunnel separate from other VTI tunnels.
	Should read:

Also, because VTI tunnels are assigned a unique interface, specific tunnel level features such as QoS can be configured for each tunnel separate from other VTI tunnels.

	238
	Chapter 7, Virtual Private LAN Services, First Paragraph, Second Sentence
Reads:

The operation of VPLS allows for connecting L2 domains over IP/MPLS network, which emulates and IEEE Ethernet Bridge.
	Should read:
The operation of VPLS allows for connecting L2 domains over an IP/MPLS network, which emulates and IEEE Ethernet Bridge.

	238
	Chapter 7, Second Paragraph after Figure 7-4, Third Sentence

Reads:

VPLS supports many of the new applications and services need to be on the same L2 network to function properly.
	Should read:

VPLS supports many of the new applications and services that need to be on the same L2 network to function properly.


	239
	Chapter 7, Sixth Bullet Point

Reads:

· Only on label for both for QoS and VPN is needed.
	Should read:

· Only on label is needed for both QoS and VPN.

	239
	Chapter 7, First Paragraph after Bullet Points, Second Sentence

Reads:

MPLS Layer 3 VPNs leverage Border Gateway Protocol (BGP) to distribution VPN-related information.
	Should read:
MPLS Layer 3 VPNs leverage Border Gateway Protocol (BGP) to distribute VPN-related information.

	239
	Chapter 7, Last Paragraph, Last Sentence

Reads:

In addition, VPNs simplify WAN operations because they can be deployed in a secure consistent manner.
	Should read:

In addition, VPNs simplify WAN operations because they can be deployed in a secure and consistent manner.

	240
	Chapter 7, Last Bullet

Reads:

· IPsec tunnel across the Internet: An IPsec VPN backup link can direct redirect traffic to the corporate headquarters when a network failure has been detected.
	Should read:

· IPsec tunnel across the Internet: An IPsec VPN backup link can redirect traffic to the corporate headquarters when a network failure has been detected.

	244
	Chapter 7, First Line on Page

Reads:

The Cisco enterprise MAN/WAN architectures includes private WAN, ISP service, SP MPLS/IP VPN and Private MPLS.
	Should read:

The Cisco enterprise MAN/WAN architectures include private WAN, ISP service, SP MPLS/IP VPN and Private MPLS.


	251
	Chapter 7, Second Paragraph, Last Sentence
Reads:

Cisco IOS features such as QoS, access control lists (ACL), and RIP routing capabilities are available in the IP Base feature set, but IP unicast routing and multicast routing require the IP services feature set.
	Should read:
Cisco IOS features such as QoS, access control lists (ACL), and RIP routing capabilities are available in the IP Base feature set, but some IP unicast routing and multicast routing protocols require an upgraded feature set such as Advanced IP services.

	253
	Chapter 7, First Paragraph, Third Sentence
Reads:

The Cisco 4500 switch platform is a modular chassis-based switch that not only allows for flexibility by increasing port densities through additional modules but can also provides redundant power internally for the entire chassis with using dual power supplies.
	Should read:
The Cisco 4500 switch platform is a modular chassis-based switch that not only allows for flexibility by increasing port densities through additional modules but can also provide redundant power internally for the entire chassis with using dual power supplies.

	258
	Chapter 7, Q&A, Question 7, b

Reads:

b. Peer to peer
	Should read:

b. MPLS

	259
	Chapter 7, Q&A, Question 14, c

Reads:

c.  IPsec
	Should read:

c. HMAC

	450
	Chapter 12, Security Threats, Third Bullet, last sentence

Reads:

distributed DoS (DDoS) attacks involve multiple sources working together to deliver the attack.
	Should read:

Distributed DoS (DDoS) attacks involve multiple sources working together to deliver the attack.



	636
	Appendix A, Chapter 7

Reads:

7. C. SP MPLS MPLS/IP VPN has excellent growth support and high-availability services.
	Should read:
7. B. Multiprotocol Label Switching. A technology for the delivery of IP services using an efficient encapsulation mechanism.  MPlS uses labels appended to IP packets or Layer 2 frames for the transport of data.


Corrections for May 24, 2012
	Pg
	Error
	Correction

	521
	Chapter 14,  First Bullet Point, First sentence

Reads:

Foreign Exchange Office (FXO) allows a switch such as a PBX to us a standard analog connection (FXS) from the PSTN or from another switch.
	Should read:

Foreign Exchange Office (FXO) allows a switch such as a PBX to use a standard analog connection (FXS) from the PSTN or from another switch.

	581
	Chapter 15, SNMPv1, Fourth sentence

Reads:

The date types are limited to 32-bit values.
	Should read:

The data types are limited to 32-bit values.

	586
	Chapter 15, last sentence in paragraph carried over from page 585

Reads:

NetFlow data record contains the following information.
	Should read:

NetFlow data records contains the following information.


Corrections for March 2, 2012
	Pg
	Error
	Correction

	307
	Chapter 9, Question 13

Reads:

13.  What changed from IPv4 header to the IPv6 header?
	Should read:

13.  What changed from IPv4 header to the IPv6?


Corrections for December 15, 2011
	Pg
	Error
	Correction

	63
	Chapter 2, Figure 2-16

Missing dotted lines connecting middle router to the top right and left routers
	Insert:

Missing dotted lines connecting middle router to the top right and left routers

	560
	Chapter 14, last paragraph, first sentence

Reads:

IPT voice packets should be marked with a DSCP of EF (IP precedence 5), and signaling packets should be marked with AF31 (IP precedence 3).
	Should read:

IPT voice packets should be marked with a DSCP of EF (IP precedence 5), and signaling packets should be marked with CS3 (IP precedence 3).


Corrections for July 15, 2011
	Pg
	Error
	Correction

	89
	Chapter 3, Table 3-6 Campus Transmission Media Comparison

Row for Distance, Column listed Single-Mode Fiber

Reads:

Up to 80 km (FE)

Up to 100 m (GE)

Up to 80 km (10GE)
	Should read:

Single-Mode Fiber

Up to 100 km (FE)

Up to 5 km (GE)

Up to 40 km (10GE)


Corrections for June 24, 2011
	Pg
	Error
	Correction

	266
	Chapter 8, Do You Know This Already Quiz, Question 6, Answer d

Reads:  

d.  150.10.192.0/23, 150.10.194.0/23, 150.10.196.0/23, 150.10.197.0/24, 150.10.198.0/24
	Should read:

d.  150.10.192.0/23, 150.10.194.0/23, 150.10.196.0/ 23, 150.10.199.0/24, 150.10.198.0/24

	313
	Chapter 9, Table 9-3 IPv6 Prefix Allocation, 

Sixth line down

Reads:

001 

1000::/4 

Unassigned
	Should read:

0001 

1000::/4 

Unassigned

	314
	Chapter 9, IPv6 Unicast Address

Reads:

■ Link-local address scope

■ Unique-local address scope

■ Global aggregatable address scope

■ IPv4-compatible IPv6 addresses
	Should read:

■ Global Unicast Address

■ Link-local address scope

■ Unique-local address scope

■ Global aggregatable address scope

■ IPv4-compatible IPv6 addresses

	315
	Chapter 9, Under Figure 9, Second paragraph, second sentence

Reads:

The leftmost 24 bits are 01:00:0C and the rightmost bits are 01:00:0C. 
	Should read:

The leftmost 24 bits are 01:00:0C and the rightmost bits are A4:BC:D0.

	420
	Chapter 11, under Figure 11-20, first paragraph, last sentence

Reads:

And EIGRP should not announce the routes it learned from OSPF on Router B back to EIGRP on Router A.
	Should read:

And EIGRP should not announce the routes it learned from OSPF on Router B back to OSPF on Router A.

	462
	Chapter 12, Table 12-9. Steps for Continuous Security, last line

Reads:

Assessments, vulnerability scanning, and security auditing 
	Should read:

Data analysis, reporting, and intelligent network security

	483
	Chapter 13, Question 8

Reads:

8. When integrating security into the network, which of the following can be used?  (Select all that apply.)
	Should read:

8. When integrating security into the network DEVICES, which of the following can be used?  (Select all that apply.)

	511
	Chapter 13, Question 15

Reads:

15. True or false: Cisco ASAs, PIX security appliances, FWSM, and IOS firewall are part of infection containment.
	Should read:

15. True or false: Cisco ASAs, FWSM, and IOS firewall are part of infection containment.

	550
	Chapter 14, Table 14-12, Fourth Column

Missing column header
	Should read:

Bandwidth with cRTP for MLP or FRF.12

	553
	Chapter 14, Second bullet point

Reads:

· Jitter buffer delay
	Should read:

· Jitter delay


	560
	Chapter 14, Table 14-14, line 2 under column QoS Scheme

Reads: 

LLC
	Should read:

LLQ

	565
	Chapter 14, Q&A, Question 3,

Reads:

3. True or false: An Erlang is a unit that describes the number of calls in an hour.
	Should read:

3. True or false: An Erlang is a unit that represents the continuous use of one voice path in one hour.

	565
	Chapter 14, Q&A, Question 14

Reads:

14. Which two queuing techniques use a strict priority queue for RTP traffic?
	Should read:

14. Which queuing technique uses a strict priority queue for RTP traffic?

	637
	Appendix A, Chapter 8, Do You Know This Already Answers, Question 1

Answer reads:

1. C. IPv4 private addresses are contained within 10.0.0.0/8, 172.16.0.0/12, and

192.168.0.0/16.
	Should read:

1. b. 172.31.16.1

	638
	Appendix A, Chapter 8, Do You Know This Already Answers, Question 6

Answer reads:

6. d. The summary route summarizes subnetworks from 150.10.192.0/24 to 150.10.198.0/24.  Answer d is the only answer that includes them.
	Should read:

6. d. The summary route summarizes subnetworks from 150.10.192.0/24 to 150.10.199.0/24.  Answer d is the only answer that includes them.


	643
	Appendix A, Chapter 10, Q&A, Answer to 38, A

Reads:

38.   A. Route 2 has a higher cost than Route 1. The Route 2 cost is 108/128 kbps = 781.25. The Route 1 cost is 108/512 kbps + 108/384 kbps + 108/512 kbps = 195.31 + 260.41 + 195.31 = 651.03. Route 1 is preferred.
	Should read:

38.  A. Route 2 has a higher cost than Route 1. The Route 2 cost is 108/128 kbps = 781.25. The Route 1 cost is 108/512 kbps + 108/384 kbps + 108/512 kbps = 195.31 + 260.41 + 195.31 = 651.03. Route 1 is preferred.

	645
	Appendix A, Chapter 11, Q&A, answer to Question 28, F
Reads:

F. RIPv1 does not support VLSMs.
	Answer to question 28 Should read:

A. RIPv1

	645
	Appendix A, Chapter 11, Q&A, answer to Question 33, B

Reads:

33.  B. From Router A, the OSPF cost for Path 1 is 108 / 256 kbps = 390. The OSPF cost for Path 2 is (108 / 1536 kbps) + (108 / 1024 kbps) + (108 / 768 kbps) = 65 + 97 + 130 = 292. OSPF selects Path 2 because it has a lower cost.
	Should read:

33.   B. From Router A, the OSPF cost for Path 1 is 108 / 256 kbps = 390. The OSPF cost for Path 2 is (108 / 1536 kbps) + (108 / 1024 kbps) + (108 / 768 kbps) = 65 + 97 + 130 = 292. OSPF selects Path 2 because it has a lower cost.



	649
	Appendix A, Chapter 13, Q&A, Answer to Question 10

Reads:

10. A and B. Cisco Catalyst 6500 switches support FWSM and IDSM2 service modules.
	Should Read:

A , B and C. Cisco Catalyst 6500 switches support FWSM, IPsec VPN SPA and IDSM2 service modules.


	649
	Appendix A, Chapter 13, Q&A, Answer to Question 15

Reads:

15. True. Cisco ASAs, PIX security appliances, FWSM, and IOS firewall are part of infection containment.
	Should read:

15. True. Cisco ASAs, FWSM, and IOS firewall are part of infection containment.

	652
	Appendix A, Chapter 14, Q&A, Answer 44

Reads:

44. C. LLQ is recommended for most VoIP networks.
	Should read:

44. D. LLQ is recommended for most VoIP networks.

	652
	Appendix A, Chapter 14, Q&A, Answer 50
Reads:

50. The minimum bandwidth is approximately 640 kbps. Each call is 30 kbps times four, which equals 120 kbps. The exiting 512 kbps of data traffic equals 640 kbps. The circuit should be provisioned at a higher speed to prevent the sustained peak utilization from being higher than 70 percent.
	Should read:

50. The minimum bandwidth is approximately 640 kbps. Each call is 30 kbps times four, which equals 120 kbps. The exiting 512 kbps of data traffic equals 640 kbps. The circuit should be provisioned at a higher speed to prevent the sustained peak utilization from being higher than 75 percent.

	654
	Appendix A, Chapter 15,  Answer to Question 21

Reads:

21. A. RMON2 allows for Layer 4 monitoring. NetFlow is not a long-term trending solution.
	Should read:

21. B. RMON2 allows for Layer 4 monitoring. NetFlow is not a long-term trending solution.
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