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3rd Printing

(Entries in this section apply to the 1st, 2nd, and 3rd printings)

Note: TO IDENTIFY A 2ND PRINTING: The copyright page lists “First Printing   February 2006”. The line above it reads “2 3 4 5…”. The first number in this list (2 in this case) implies the printing number.)

Page 64 – last paragraph that continues on page 65 – 1st line – phrase "… one switch forwarding onto…" should be "… one switch forwarding Hellos onto…" Also, the last sentence in the paragraph, which begins "By definition…", and is on the top of page 65, should be deleted.
Page 111 – figure 4-4 – There are two errors. 1) The text area near the bottom that has a downward-facing arrow below it – the text “172.31.24.0/21” should instead list a mask of “/22”. (2) on the center right, the text “172.31.16.0/21: 24.0 thru 31.255” should list “172.31.24.0” instead of “172.31.16.0”.
Page 250 – list item labeled “Offset Lists” – Current IOS levels work differently. Replace the text for this item with the following: “EIGRP uses the same syntax for the offset-list command as does RIP. The offset is then applied to the composite metric, not any of the metric components. So, an offset-list with value of 1 increments the calculated composite metric by 1.”
1st and 2nd  Printing

Page 7 – question 7 – The answers should be, in order: A) IEEE 802.1Q, B) IEEE 802.3U, C) IEEE 802.1X, D) IEEE 802.3Z, E) IEEE 802.3AB, F) IEEE 802.1AD

Page 8 – paragraph under figure 1-1 – text “…and 1000BASE-T” should be deleted, because 1000BASE-T uses 4 wire pairs.

Page 17 – paragraph beneath figure 1-5 – 4th line – “noncanonical” should instead be “canonical”.

Page 38 - table 2-3 – Row labeled “originates VTP Advertisements”, the “Client Mode” column should say “yes”.

Page 40, first paragraph (begins with “The support of multiple VTP servers…”  – replace the entire paragraph with the following:

With multiple VTP servers installed in a LAN, it is possible to accidentally overwrite the VTP configuration in network. If trunks fail, and then changes are made on more than one VTP server, the VTP configuration databases could differ, with different configuration revision numbers. When the formerly-separated parts of the LAN reconnect using trunks, the VTP database with a higher revision number is propagated throughout the VTP domain, replacing some switches’ VTP databases. Note also that because VTP clients can actually originate VTP updates, under the right circumstances, a VTP client can update the VTP database on another VTP client or server. (See http://www.cisco.com/warp/public/473/21.html) for more background information.) In summary, for a newly-connected VTP server or client to change another switch’s VTP database, the following must be true:”

Page 109 – table 4-11 – 3rd column, 5th row – prefix “/22” should instead be “/21”.

Page 135 – 1st paragraph – in 2nd line, the sentence that begins with “For instance, many people…” is incorrect per RFC 792. A more accurate comparison would be “For instance, the ICMP Unreachable message has a type value of 3, with one code value meaning that the network is unreachable, and another code value meaning that the port is unreachable.”  

Page 142 – Example 5-3 – The “ip address” commands on the two routers, R1 and R2, are mistakenly swapped. R1 should have the “ip address 10.1.1.1 255.255.255.0” command, and R2 should have the “ip address 10.1.1.2 255.255.255.0” command.

Page 151 – question 1 – answer D – should instead read “Supplying a checksum”.

Page 155 – figure 6-1 – Both occurrences of “Header Checksum 16” should instead be “Checksum 16”, as the TCP checksum covers the TCP data field, and the UDP checksum includes the IP, UDP, and UDP data fields.

Page 160 – table 6-3 – last row – the right-most cell should instead read “Checksum computed against the TCP header and TCP data field.”

Page 163 – 2nd paragraph – 3rd line - sentence beginning “SSH uses IPSEC…” – replace that sentence with “SSH uses the same underlying encryption and authentication features as IPSEC.”

Page 191 – example 7-3 – the HSRP configuration – the configuration and notes suggest that the lower the HSRP priority, the better; instead, the higher the priority, the better.

Page 233 – table 9-2 – 6th row – “224.0.0.9” should instead by “224.0.0.10”.

Page 236 – figure 9-2 – the text next to the step 5 (circled number 5) should say “Update” instead of “Hello”.
Page 242 – example 9-4 – 9th line – begins with “! metric 2560, RD 1280;” should list the RD as “1792” instead of “1280”.

Page 284 – paragraph above figure 10-9 – 1st line – the first two sentences of the paragraph should be replaced with the following: “To support E1 routes, the ASBR creates and floods a type 5 LSA. When an ABR then floods the type 5 LSA into another area, the ABR creates a type 4 LSA, listing the ABR’s metric to reach the ASBR that created the type 5 LSA.” 

Page 292 – example 10-8 – Add this comment: “Note that R3 and R4 do not need the no-summary option on the area command; this parameter is only needed at the ABR, in this case R1. The parameters are shown here to stress the variations of stubby areas.”.
Page 322 – table 11-5 – row with “10.128.0.0/9” in the first column – in the 3rd column, the phrase “”…so none of the routes match” is incorrect. It should instead read “… only route #2 is matched by this prefix list.”

Page 351 – 2nd bullet item in the list that reads “EIGRP considers the summary route as AD 90 (internal)” – delete this item. AD is not advertised in routing updates.
Page 377 – example 12-6 – 4th line – should be “auto-summary”, not “no auto-summary”.

Page 445 – paragraph in middle of page, with “Key Point” listed beside it in the margin – the paragraph incorrectly describes how BGP removes routes from consideration as a candidate to be the best route. (See RFC 4271 for more details.) To fix the text, delete the last 3 printed lines in the paragraph – beginning with “However, because this step…” – with the following: “As a result, BGP removes the three routes with longer AS_PATH lengths from consideration, considering only the two remaining routes at the next step in the decision process.”

Page 543 – 1st paragraph after the 2 item numbered list – the first two sentences should instead read as follows:  “WRR scheduling works much like the router CQ scheduler, but instead of taking a number of bytes per cycle, WRR takes a number of frames from each queue as it cycles through the queues. The wrr-queue bandwidth command defines the proportion of the number of frames taken in each cycle, not the number of frames taken in each cycle. For example, the wrr-queue bandwidth 10 20 30 40 and wrr-queue bandwidth 1 2 3 4 commands configure the same proportions and are equivalent.”
Page 566 – 1st full paragraph (after bullet list) – The first sentence should be replaced with: “FRTS originally did not support MQC commands, but Cisco later improved IOS to support the use of MQC commands as part of a feature called ‘MQC-based Frame Relay Traffic Shaping”. Then, the beginning of the next sentence, which begins “FRTS organizes…”, replace “FRTS organizes” with “The original FRTS configuration organizes”.

Page 868 – question 4 – replace the answer with the following:

“B. Both clients and servers can originate VTP updates. Once connected, the switches with revision number 201 realize that the new switch has a higher revision number, and has the same domain name, and passes the password checking (because none is configured). So, the new client sends its VTP database, and the existing switches update their VTP databases.”

Page 869 – question 2’s answer – 1st line – “…10.1.1.0/21” should instead simply read “…10.1.0.0/21”.

Page 871 – question 1’s answer – end of 1st line – “…header checksum” should instead simply read “checksum”.

Page 876 – question 9 – the correct answers are “B” and “D”, not “C”.

Page 877 – Chapter 12, question 6 (bottom of page) – The correct answer is D. Replace the explanatory text with: “The BGP auto-summary command only affects routes locally injected into a router’s BGP table, through either redistribution or the network command. Because R1 is not locally-injecting (via redistribution or the network command) the route for 9.1.0.0/16, the auto-summary command on R1 has no impact. Also, note that the auto-summary command has no effect on the aggregate-address command, regardless of other factors – so, for the answer with the aggregate-address command, it summarizes the route (9.0.0.0/8), but it also advertises the subordinate routes because of the omission of the summary-only keyword.
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